
Ysgol Garth Olwg 

BYOD Policy 

 

This document will regularly be referring to the term mobile device. The term mobile 

device is used to describe any smart phone, tablet computer, laptop or other device 

capable of communicating with either the Internet and/or taking 

video/photographs/sound recordings. Well-known examples of these that are likely to be 

owned by pupils include iPhones, iPads, tablets and laptop computers. 

This policy covers the use of and liability for all devices within the School and School 

grounds and is in addition to the current ICT Acceptable User Policy. 

 

Pupil/Parent Agreement 

Parents and pupils must agree to the contents of this BYOD policy to show acceptance of 

the terms and conditions of the use of mobile electronic communication devices in school 

before pupils are permitted to use their own device. 

 

Lost, stolen or damaged 

Pupils who bring mobile devices into school do so entirely at their own risk, just like any 

other personal item. Ysgol Garth Olwg cannot accept any responsibility for devices that 

are misplaced, lost, stolen or damaged. Many devices have a location finder app and it is 

recommended that this feature is enabled to aid tracking wherever possible. It is also 

recommended that such devices are fully insured to cover loss and damage outside of the 

home. 

 

Security and Care 

Pupils are responsible for the proper care and use of their own mobile device. Pupils are 

responsible for the adequate security of their device whilst in school, keeping it with them 

at all times. Pupils are not to share or lend their mobile device to other pupils, for the 

safety of their own device and to limit the spread of the virus. We encourage pupils to 

protect their own devices e.g. with the use of password or PIN as appropriate. Up-to-date 

anti-virus software should be installed to protect both files and the network, where 



possible. Pupils should refrain from sending any sensitive information over the R.C.T 

Cloud Wi-Fi connection, as this is an open internet connection. 

Mobile devices must be brought to school fully charged; the school does not provide 

facilities to charge devices. 

Pupils must check their mobile device daily to ensure it is free from defects. Any personal 

mobile device that has obvious Health and Safety defects must not be brought into school. 

 

Educational use 

Use of personal BYOD devices is at the discretion of the School and should not be seen 

as a right. Pupils’ own devices can be used in the classroom at the teacher’s discretion. 

 

Audio, Photographs and Video 

Pupils are not permitted to use their mobile device to record audio or take photographs 

or video of other pupils or members of staff without their permission. Pupils should not 

upload such media without permission. If someone takes a picture with a mobile device 

without permission, intending to harass the subject(s), then they may be found liable of 

a crime under the Protection from Harassment Act 1997, sections 1 and 2. If a pupil sends 

this, (these) picture(s) over Whatsapp, Snapchat, Facebook, Twitter or any other social 

media, they can be found liable of a crime under the Malicious Communications Act 1988 

and access to the internet will be revoked and mobile device confiscated. 

 

Internet Usage Policy 

Pupils are required to adhere to the school’s ICT Acceptable Use Policy and E-Safety Policy 

whilst on the school site. In addition, pupils should not access any inappropriate material 

that may or may not already be downloaded onto their device. Members of staff have the 

right to access a student’s mobile device if there is reason to believe a student is in 

violation of this or the above mentioned policies. 

 

 

 

 



Breaching the BYOD Policy 

Any misuse of such devices is a behaviour management issue. The school will action our 
Behaviour Management Policy in such instances.  
If a student breaches the BYOD policy or if a member of staff feels that they are likely to 

have breached this policy then the student’s mobile device will be confiscated, and 

further use will be prohibited. The device will be taken to the school office, where it can 

be collected at the end of the day. The member of staff will make a record of the incident 

on Classcharts, alerting the Pastoral team and parents/guardians to the incident. 

Subsequent breaches of this policy by the same student will result in the student no 

longer being permitted to bring in their own device into school. 

 

 

 




